
CONGRESSIONAL RECORD — SENATE S4631 June 26, 2012 
limit in Ohio, that there will be a mon-
itoring program and a database avail-
able. So it succeeds by getting States’ 
different programs to work together se-
curely, reliably, and efficiently. 

I would also like to thank the Alli-
ance of States with Prescription Moni-
toring Programs, which has played a 
pivotal role in promoting national 
interoperability standards. 

These are examples where the Senate 
acted to try to make our communities 
safer and to help ensure that young 
people can achieve their God-given po-
tential. Working together, we have 
been able today to help ensure the 
health and well-being of our commu-
nities. 

Mr. President, I yield the floor, and I 
suggest the absence of a quorum. 

The PRESIDING OFFICER (Mr. BEN-
NET). The clerk will call the roll. 

The assistant legislative clerk pro-
ceeded to call the roll. 

Mr. DURBIN. Mr. President, I ask 
unanimous consent the order for the 
quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

MORNING BUSINESS 

Mr. DURBIN. I ask unanimous con-
sent the Senate proceed to a period of 
morning business with Senators per-
mitted to speak therein for up to 10 
minutes each. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

FREEDOM OF INFORMATION ACT 

Mr. LEAHY. Mr. President, on July 4, 
the Nation will celebrate the 46th anni-
versary of the enactment of the Free-
dom of Information Act, FOIA. The 
‘‘right to know’’ is a cornerstone of our 
Democracy. For five decades, Ameri-
cans have counted on FOIA to help 
shed light on the activities of their 
government. 

As we reach this important mile-
stone, there are many victories to cele-
brate. This week the Senate will enact 
the Food and Drug Administration 
Safety and Innovation Act, which in-
cludes important language that I 
helped craft to protect the public’s 
ability to access information under 
FOIA. Section 710 of that bill will allow 
the Food and Drug Administration, 
FDA, to obtain information about drug 
inspections and drug investigations un-
dertaken by foreign governments, 
while at the same time ensuring that 
the American public has access to in-
formation about potential health and 
safety dangers. I thank Senators HAR-
KIN and ENZI and the many open-gov-
ernment and consumer groups—includ-
ing OpenTheGovernment.org and Pub-
lic Citizen—who worked with me to 
enact this FOIA provision. 

Last year the Senate unanimously 
passed the Faster FOIA Act, a bill that 
I cosponsored with Republican Senator 
JOHN CORNYN. This legislation would 
create a bipartisan panel of govern-

ment and outside experts to make rec-
ommendations on improving the FOIA 
process. Sadly, despite the over-
whelming and bipartisan support for 
this good-government legislation, this 
bill has been languishing in the House 
of Representatives for almost a year. 

During the 3 years since President 
Obama made a historic commitment to 
restoring the presumption of openness 
in our government, the Obama admin-
istration has also taken steps to 
strengthen FOIA. I especially want to 
commend the Office of Government In-
formation Services—and the inaugural 
Director of the OGIS, Miriam Nisbet— 
for working with the Environmental 
Protection Agency and the Department 
of Commerce to develop an online 
FOIA Module designed to help agencies 
better meet their requirements under 
the FOIA. This new FOIA program re-
affirms the President’s commitment to 
transparency in our government and 
will make government information 
more accessible to the American peo-
ple. 

While these and other FOIA accom-
plishments give us good reasons to cel-
ebrate, many other threats to the 
public’s right to access information 
under FOIA remain. In the coming 
weeks the Senate is expected to con-
sider several legislative exemptions to 
FOIA in relation to cybersecurity leg-
islation. As this legislative process 
unfolds, I intend to work with Members 
on both sides of the aisle to ensure that 
the American public’s ability to access 
information about threats to their 
health and safety in cyberspace is pro-
tected. 

Securing our Nation’s critical infra-
structure information is a pressing na-
tional priority. So, too, is protecting 
the rights of Americans to know what 
their government is doing. We must 
strike a careful balance between secu-
rity and openness in our cybersecurity 
policies. The anniversary of FOIA’s en-
actment provides a timely reminder of 
just how important it is for the Con-
gress to get that balance right. 

As I have said many time before, 
open government is neither a Demo-
cratic issue, nor a Republican issue—it 
is truly an American value and virtue 
that we all must uphold. It is in this 
bipartisan spirit that I will continue to 
work to fulfill FOIA’s promise of open-
ness in our government and that I join 
all Americans in celebrating the 46th 
anniversary of the Freedom of Informa-
tion Act. 

f 

TRIBUTE TO THE U.S. ARMY 
INTELLIGENCE COMMUNITY 

Mr. McCAIN. Mr. President, it is my 
distinct privilege to honor the out-
standing men and women who have 
made lasting contributions to U.S. 
Army Intelligence over the years. On 
July 1, 2012, MG Gregg C. Potter, com-
manding general of the U.S. Army In-
telligence Center of Excellence and 
Fort Huachuca, will officially recog-
nize the 50th anniversary of the found-

ing of the Military Intelligence Branch 
and the 25th anniversary of the Mili-
tary Intelligence Corps at Fort 
Huachuca, AZ. This is a momentous oc-
casion, and I congratulate all Army in-
telligence professionals—soldiers and 
civilians alike—on these distinguished 
achievements. 

Timely and accurate intelligence in-
formation has always been critical to 
the success of our Armed Forces on the 
battlefield. Across all intelligence dis-
ciplines, Army intelligence profes-
sionals have collected, analyzed, and 
supplied this vital information to com-
manders at all levels—from the tac-
tical to the strategic. The intelligence 
information they supplied has directly 
contributed to winning our Nation’s 
wars and to saving lives. Army Intel-
ligence professionals have carried out 
this mission with great courage, devo-
tion, and skill since we declared our 
independence 236 years ago. We recog-
nize this legacy and look forward to 
Army intelligence’s continued success 
and service to our country in the fu-
ture. 

Two critical events shaped the Mili-
tary Intelligence Corps into the organi-
zation that exists today. 

On July 1, 1962, the Secretary of the 
Army signed a general order author-
izing the creation of the Army Intel-
ligence and Security Branch. With this 
authorization, all Army intelligence 
soldiers, including regular Army and 
Reserve officers, were placed into a dis-
tinct branch. It ended the practice of 
detailing officers from other branches 
into intelligence positions and facili-
tated the professionalization of the in-
telligence field. By establishing a 
branch equal to all others, the Army 
recognized the critical importance of 
military intelligence. 

On July 1, 1987, the Military Intel-
ligence Corps was activated at Fort 
Huachuca. With the activation of the 
Corps, all Army intelligence profes-
sionals, regardless of their discipline, 
were symbolically bound together into 
one unified organization under the U.S. 
Army Regimental System. Since its 
activation, the unity of purpose and 
mission of the Military Intelligence 
Corps has remained vital to the success 
of the Army. 

Today, the U.S. Army Intelligence 
Center of Excellence at Fort Huachuca 
is the home of military intelligence. 
Every year, the center trains approxi-
mately 20,000 students in the intel-
ligence field, including initial military 
training, professional military edu-
cation courses for all ranks and intel-
ligence specialties, mobile training 
teams, and foreign military students. 

I am immensely proud of the men 
and women in the U.S. Army intel-
ligence community. They work tire-
lessly to protect our Nation and de-
serve our deepest gratitude for the sac-
rifices they have made. As indicated by 
their motto ‘‘Always Out Front,’’ Mili-
tary intelligence will remain a critical 
element of the readiness of our Armed 
Forces. 
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